





When you get IP addresses that appear to be unused, or offline. You might try a ping sweep to get machines to expose themselves. Below is a typical IP range scan by IP-Tools:





211.22.6.100 : Not resolve


211.22.6.101 : Not resolve


211.22.6.102 : Not resolve


211.22.6.103 : Not resolve


211.22.6.104 : Not resolve


211.22.6.105 : Not resolve


211.22.6.106 : Not resolve


211.22.6.107 : Not resolve


211.22.6.108 : Not resolve





The same IP range hit with a Ping sweep results in this:





ping 211.22.6.100 ...


ping .. No Reply


ping 211.22.6.101 ...


ping .. No Reply


ping 211.22.6.102 ...


ping .. No Reply


ping 211.22.6.103 ...


ping .. No Reply


ping 211.22.6.104 ...


ping .. No Reply


ping 211.22.6.105 ...


ping .. Received packet from 211.22.6.105  Time : 446


ping 211.22.6.106 ...


ping .. Received packet from 211.22.6.106  Time : 448


ping 211.22.6.107 ...


ping .. No Reply





I have two computers that responded to a ping, 





Address : 211.22.6.105


Port   1 (tcpmux)          ... Connection refused


Port   5 (rje)             ... Connection refused


Port   9 (discard)         ... Connection refused


Port  20 (ftp-data)        ... Connection refused





Port 140 (emfis-data)      ... Connection refused


Port  23 (telnet)          ... Ok !  Send data.  Wait incoming data ..  data received.  
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Password: ****





Password: 


Port  21 (ftp)             ... Ok !  Send data.  Wait incoming data ..  data received.  


  220 cht FTP version 1.0 ready at Wed Jan  5 02:55:02 2000


500 Unknown command 'help'


Port 141 (emfis-cntl)      ... Connection refused


Port 143 (imap)            ... Connection refused


